HITRUST Assessment

Never have a false sense of security.™
Overview

Show your customers that you take data security seriously

Obtain the most widely-adopted control framework in the healthcare industry, according to a 2018 HIMSS survey.

Join 81% of US hospitals and health systems and 83% of US health plans that utilize the HITRUST Common Security Framework (CSF).

Protect your customers by staying ahead of the latest security risks—HITRUST is updated regularly to maximize security.

Keep your merchants focused on business, not compromises

Receive consulting from a Certified Common Security Framework Practitioner (CCSFP) to discover gaps/holes in your security.

Understand how to resolve the vulnerabilities that are found throughout the discovery phase.

Don’t settle for a single regulation—comply with multiple, such as PCI DSS, HIPAA, NIST, ISO 27001, and COBIT.

Save time and resources

A CSF practitioner works with you one on one to prepare you for your assessment. By leveraging our consulting and years of security experience, you can pass the assessment the first time so you don’t have to expend more resources on follow-up assessments.
HITRUST Process

1. Understand Your Data
   Define your scope, including documenting where data enters, exits, and rests in your environment.

2. Purchase MyCSF Portal
   Purchase the MyCSF Portal from HITRUST and create an account. Once purchased notify SecurityMetrics.

3. Determine Controls
   HITRUST determines controls that need to be validated based on information in your MyCSF Portal.

4. GAP Analysis:
   Review Control Requirements and evaluate current technologies, policies, and procedures that are currently in place.

5. Remediation
   Based on the results of the GAP analysis, coordinate to address the missing items (technologies, policies, and procedures in place) to be compliant with the control requirements.

6. Coordinate Remote Assessment
   Work with SecurityMetrics to determine which of your locations need to be remotely assessed.

7. Get Expert Advice
   SecurityMetrics offers consulting to help you evaluate where your controls stand regarding the HITRUST scoring rubric.

8. Validation and Verification
   SecurityMetrics checks if controls are in place and gives an initial score. Submit the assessment for SecurityMetrics verification.

9. Submission and HITRUST Verification
   SecurityMetrics submits your verified evidence and submits the assessment for HITRUST verification.

10. HITRUST CSF (Common Security Framework) Certification
    HITRUST can review your Assessment for Certification; if you qualify, HITRUST will approve that you are HITRUST CSF Certified and issue a report.

11. Continued Compliance
    HITRUST requires that an assessment be performed once every two years (with an interim assessment at the one-year mark).
About Us

We help customers close data security and compliance gaps to avoid data breaches. We provide managed data security services and are certified to help customers achieve the highest data security and compliance standards. We help local shops as well as some of the world’s largest brands achieve data security through managed services and compliance mandates (PCI, HIPAA, HITRUST, GDPR).

Get A HITRUST Quote:

Request Quote