Many businesses unknowingly store customer Personally Identifiable Information (PII) electronically. Storage of unencrypted PII creates liability to fines and penalties associated with the Payment Card Industry Data Security Standard (PCI DSS), Health Insurance Portability and Accountability Act (HIPAA), General Data Protection Regulation (GDPR), or a data compromise.

**FIND PII AT YOUR ORGANIZATION**

SecurityMetrics PIIscan is data discovery software that allows organizations to simply and efficiently discover unencrypted data such as:

- USA Social Security Numbers (SSN)
- UK National Insurance Numbers (NINO)
- Australian Tax File Numbers (TFN)
- Primary Account Numbers (PAN)
- Magnetic Stripe Track Data

PIIscan searches computer systems, hard drives, and attached storage devices for unencrypted data to help you discover where and why sensitive data is leaking in your network.

**USE PIISCAN TO:**

- Reduce business liability as PIIscan finds unencrypted PII that must be securely deleted or encrypted
- Meet PCI and GDPR compliance requirements as PIIscan locates unencrypted sensitive data
- Avoid a steep learning curve—PIIscan comes with an integrated support system, video tutorials, and 24/7 qualified Technical Support
UNKNOWN STORAGE OF PII

Sensitive data discovery is an important part of achieving security and compliance with the PCI DSS, GDPR, and HIPAA, because it helps businesses locate unwanted data so it can be securely deleted or encrypted. Businesses may unknowingly store PII when:

- Applications (e.g. payment processing) are not configured correctly
- Electronic health record systems, payment processing applications, or other applications do not meet data security standards
- Old PII is not securely deleted or encrypted on newly purchased applications
- Employees are not aware unencrypted card data storage is prohibited

After scanning, a report is generated that displays where the data is located—making it easy to find and securely delete or encrypt.

BENEFIT FROM ADVANCED SCANNING TECHNOLOGY

SecurityMetrics leverages digital forensic investigation technology to fine tune PIIscan and find unprotected sensitive data at your organization. The patented technology in PIIscan allows you to configure your scan to turn on/off spaces and dashes, remove graphic files, exclude image and executable files, and run the scan in forensics mode to maintain last access dates on files.

SIMPLIFY COMPLIANCE

Instead of manually spending time in search of PII on computer systems, PIIscan takes the responsibility and simplifies sensitive data discovery. Once the scan is complete, the results can help you work towards compliance and data security requirements, such as GDPR, PCI or HIPAA.

LOCATE HIDDEN PII

PII may reside in many locations on your organization’s network without your knowledge such as: payment application files, servers, or even attached storage devices. Wherever the data is stored, in the event of data theft, you are liable for the consequences.

ABOUT SECURITYMETRICS

We help customers close data security and compliance gaps to avoid data breaches. We provide managed data security services and are certified to help customers achieve the highest data security and compliance standards.

We’re a PCI certified Approved Scanning Vendor (ASV), Qualified Security Assessor (QSA), Certified Forensic Investigator (PFI), and Managed Security provider with 18 years of data security experience. We help local shops as well as some of the world’s largest brands achieve data security through managed services and compliance mandates (PCI, HIPAA, GDPR).